
Internet safety



There is 4 rules to use internet 

1. Never leave personal information to people 
you dont know 

2. Dont send pictures to strangers

3. Dont give your password

4. Dont make appointments



• The internet is huge place . You might think 
that it doesn’t matter whether you stop at 
Starbucks, McDonald’s, or a local coffee shop 
to catch up on social media. Just remember 
that public networks aren’t safe unless you 
take necessary precautions.



• When you use public internet, it’s likely that 
the sites you visit will be stored somewhere. 
It’s possible this data is used for marketing 
analysis. They want to know your preferences 
to better advertise to customers. However, the 
worst-case scenario is when someone uses 
this data to get private information about you.



• You usually have to register when connecting 
to a public hotspot, confirming you agree to 
terms and conditions through a text or email. 
This is yet another way to collect information. 
And by providing this info, you automatically 
agree to terms, which, let’s be honest, you 
haven’t read. 



Dark web

The dark web is a part of the 
internet that isn't indexed by search 
engines. You've no doubt heard talk 
of the “dark web” as a hotbed of 
criminal activity — and it 
is. Researchers Daniel Moore and 
Thomas Rid of King's College in 
London classified the contents of 
2,723 live dark web sites over a five-
week period in 2015 and found that 
57% host illicit material.


