
INTERNET SAFETY





Every serious system today discusses the 

security challenges of the application of 

modern information technologies: legal 

dilemmas, ethical issues and risks of reliability.

As with the use of weapons, people use 

computers to support their work, but very 

often to break the law.





Another type of computer crime is sabotage of 
hardware or software.

 Malware protection is one big branch of the IT 
industry, and certainly one of the most 
significant. Lately, it is really not easy to protect 
the system, and especially Windows-based 
operating systems, from attacks that "lurk at 
every turn". In order to successfully protect the 
user from viruses and worms, a certain level of 
knowledge and discipline in the use of 
computers is needed, which in the case of spies 
and Trojans is often never enough.



A firewall can help prevent hackers or 

malicious software (such as worms) from 

accessing your computer over a network 

or the Internet. It can also help prevent 

computers from sending malware to other 

computers.



 The goal is to protect children from inappropriate 

content, the negative effects of using the Internet 

and to raise the level of awareness and knowledge 

about how virtual reality affects children and how 

far they are allowed to enter the digital world, 

without being safe and without consequences.


