
Never share your
password to anyone.

Use a secure
VPN connection.

Be careful of
what you post.

Be careful of what
you download.

Keep your passwords safe.

Use a secure and reliable

password manager.

A single careless click

can expose your sensitive

information. Think before

you click!

Practice safe
browsing. 

A Virtual Private Network

(VPN) will ensure your

anonymity on the internet.

Remember: what you post on

the internet will stay there

forever.

Avoid downloading apps

or software that look

suspicious. It may result

in malware.

Stay safe online!

eSafety
Security of internet

 
stay Anonymous
do not give personal data, never

show your face and always
remain anonymous

 
Do not talk with strangers
do not talk to strangers on the internet,

they can access your computer or get
personal information from you

 

do not enter unknown pages
if you enter unknown web

pages, you can get a virus or a
trojan

 camera disabled
 If you have a camera on your

computer, it is advisable to
cover it because hackers can
activate it and see what you

do
 

share location
 never give permission to

share your location
 


